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Basics

• Originally created by Phil Zimmerman in 1991

• Allows people to exchange files or e-mail with
SULYDF\��DXWKHQWLFDWLRQ��DQG�FRQYHQLHQFH

• Public key encryption program

• Available for many different platforms, including
Windows, Unix, MS-Dos, OS/2, Macintosh etc.
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Terminology

• Cryptography
– Science of using mathematics to encrypt and

decrypt data

• Cryptanalysis
– Science of analyzing and breaking secure

communication

• Encryption and decryption
– The method of hiding plaintexts substance is called

HQFU\SWLRQ
– Reverting encrypted text, or FLSKHUWH[W�to original

plaintext is called GHFU\SWLRQ.
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Conventional cryptography

• AKA VHFUHW�NH\�or V\PPHWULF�NH\�or VLQJOH�NH\
encryption

• One key for both encryption and decryption

• '(6 (Data Encryption Standard� and ,'($
(International Data Encryption Algorithm)

• )DVW but problem is NH\�GLVWULEXWLRQ
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Public key cryptography 1/2

• Introduced by Whitfield Diffie and Martin
Hellman in 1975

• Asymmetric method that uses SDLU�of keys
– SXEOLF�NH\ encrypts data
– SULYDWH���VHFUHW�NH\�for decryption

• Public keys are published to the world
– Anyone can use a copy of your public key and

encrypt information only you can read

• Private keys are kept in secret
– Protected by pass phrase
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Public key cryptography 2/2

• Allows people to exchange data without special
security arrangement
– The need for sender and receiver to share secret

keys via some secure channels is eliminated
– All communications involve only public keys

• Algorithms
– 56$ (in PGP)
– Elgamal
– Diffie-Hellman
– DSA (Digital Signature Algorithm)
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How PGP works?
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Encryption of plaintext with PGP
1/2

• PGP compress the plaintext
– Strengthens cryptographic security by

reducing patterns found in the plaintext ?
more resistant against cryptanalysis

– Files that are too short to compress or which
doesn’t compress well aren’t compressed!!

– Saves modem transmission time and disk
space
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Encryption of plaintext with PGP
2/2

• PGP creates a VHVVLRQ�NH\
– One-time-only secret key
– Random number generated just for one session
– Works with very secure and fast conventional

encryption algorithm e.g. ,'($ to encrypt the
plaintext

– Session key is then encrypted with the UHFHLYHUV
public key using 56$ algorithm

• Encrypted session key is transmitted along
with the ciphertext to the receiver
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Encryption of plaintext with PGP
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Decryption

• Decryption works in reverse
– The receivers PGP software uses his/her VHFUHW�NH\

to recover the session key
– Session key decrypts the conventionally-encrypted

ciphertext

• PGP combines the convenience of public key
with the speed of conventional encryption

– Conventional single-key encryption is about 1000
times faster than public key encryption

– Public key encryption is used only for encrypting the
session key
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PGP Key

• Value that works with cryptographic algorithm to
produce a specific ciphertext

• Lengths are e.g. 512, 768, 1024 and 2048 bits

• The bigger the key, the more secure the
ciphertext

• Keys are stored in two files called NH\ULQJV
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Digital signature

• Sender’s VHFUHW�NH\ “signs” the message

• Verifies the authenticity of information’s origin ?
DXWKHQWLFDWLRQ

• Proves that message is intact ?  LQWHJULW\

• Sender cannot deny his/her signature!
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Hash function 1/2

• Are used to form signatures
– 0'�
– 6+$

• Detects changes in the message
• Generate fixed-length (e.g. 160 bits) data item

from the plaintext called “PHVVDJH�GLJHVW”
• Message digest gets encrypted by the secret

key to form a signature
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Hash function 2/2
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The process of using signature

• Hash function generates the digest from the
plaintext

• PGP uses the digest and secret key to create
the signature

• 7KLV�SURFHVV�FDQ�EH�WKHQ�FRPELQHG�WR�WKH
HQFU\SWLRQ�EHIRUH�VHQGLQJ�WKH�PHVVDJH

• Receiver’s PGP re-computes the digest from
the received plaintext

• Then receivers PGP opens the signature with
sender’s public key to get the original digest

• If the digests are equal the sender is verified
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Digital certificates

• It’s important to make sure that a public key
really belongs to the person it claims to!

• Most important vulnerability in public key
cryptosystem
– “Man-in-the-middle”

• Is physically handed public keys only way to
safe encryption?

• Suppose you have to exchange information with
people you have never met!
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Digital certificates

• Main idea:
– Certificate is information included with person’s public

key that help others to be confirmed that key is
JHQXLQH�or YDOLG

• Certificate can be e.g. signature of some trusted
person

• &HUWLILFDWH�VHUYHU or NH\�VHUYHU�is a database
that allows users to submit and retrieve digital
certificates

• 3XEOLF�.H\�,QIUDVWUXFWXUHV��3.,V� are more
structured systems that provide additional key
management features
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(QFU\SWLRQ�RI�WKH�SODLQWH[W

� 3ODLQWH[W�LV�HQFU\SWHG�ZLWK�V\PPHWULF�DOJRULWKP�XVLQJ�WKH
UDQGRPO\�VHOHFWHG�VHVVLRQ�NH\�

� ([DPSOH�

,'($��,QWHUQDWLRQDO�'DWD�(QFU\SWLRQ�$OJRULWKP�
± 6HFXUH�NH\OHQJWK�����ELWV�
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,'($
� 7KH�����ELW�NH\�LV�VSOLW�LQWR����VXENH\V
LQ�IROORZLQJ�ZD\�
± )LUVW�WKH�NH\�LV�VSOLW�LQWR�HLJKW����ELW�NH\V
����ZKLFK�DUH�WKH�ILUVW�HLJKW�VXENH\V�
± 7KHQ�WKH�GLJLWV�RI�WKH�����ELW�NH\�DUH�VKLIWHG����ELWV�WR�WKH
OHIW�LQ�RUGHU�WR�PDNH�D�QHZ�NH\�IRU�WKH�QH[W�HLJKW����ELW
VXENH\V������������
	�����
���	�����������
���������� �
��!��"�
�
���$#�������%&��	��
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� 3ODLQWH[W�LV�GLYLGHG�LQWR�EORFNV�RI����ELWV�
± (YHU\�EORFN�LV�GLYLGHG�LQWR�IRXU�VHJPHQWV�����ELWV��
�6���6���6��DQG�6��
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,'($
� 7KLV�LV�IROORZHG�E\�HLJKW�URXQGV�RI�FDOFXODWLRQ�ZLWK�VDPH
RSHUDWLRQV�RQ�HYHU\�URXQG�

� (YHU\�URXQG�SURGXFHV�IRXU�RXWSXW�EORFNV�����ELWV��
� 7KHVH�IRXU�RXWSXW��EORFNV�DUH�XVHG�DV�LQSXW�IRU�WKH�QH[W
URXQG�DORQJ�ZLWK�WKH�QH[W���VXENH\V�

� $IWHU�HLJKW�URXQGV��IRXU�PRUH�RSHUDWLRQV�DUH�PDGH
XVLQJ�WKH�ODVW�IRXU�VXENH\V�WR�FRPSOHWH�WKH�HQFU\SWLRQ

� 7KH�ILQDO�IRXU�RXWSXW�EORFNV��&���&���&��DQG�&���IRUP�D
���ELW�EORFN�RI�WKH�FLSKHUWH[W�

� 7KH�ZKROH�SURFHVV�LV�UHSHDWHG�IRU����ELW�EORFNV�RI
SODLQWH[W�XQWLO�DOO�RI�WKH�SODLQWH[W�KDV�EHHQ�HQFU\SWHG

� 'HFU\SWLRQ�XVHV�VDPH�VHTXHQFH�RI�RSHUDWLRQV�DV
HQFU\SWLRQ��EXW�WKH�NH\V�KDYH�WR�EH�PRGLILHG�



25



26

(QFU\SWLRQ�RI�WKH�VHVVLRQ�NH\
� 2QFH�WKH�SODLQWH[W�LV�HQFU\SWHG�WKH�VHVVLRQ�NH\�LV�WKHQ
HQFU\SWHG�XVLQJ�WKH�SXEOLF�NH\�RI�UHFHLYHU�

� (QFU\SWLRQ�LV�GRQH�XVLQJ�XQV\PPHWULF�DOJRULWKP�
�'LIIHUHQW�NH\�IRU�HQFU\SWLRQ�DQG�GHFU\SWLRQ�

� ([DPSOH�

56$��5LYHVW��6KDPLU��$GOHPDQ�
± 6HFXUH�NH\OHQJWK������ELWV�RU�PRUH
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56$

� *HQHUDWLQJ�SXEOLF�DQG�SULYDWH�NH\V
± 7ZR�ODUJH�SULPH�QXPEHUV�$�DQG�%�DUH�QHHGHG��������

��� ) �
	 + 5 ) ��	 + 5

± (QFU\SWLRQ��SXEOLF��NH\�(�LV�FKRVHQ�VXFK�WKDW�
(���3�DOVR�(�DQG�3�PXVW�EH�UHODWLYHO\�SULPH��
����� ��
�� ����%&� ��%&� %&��� �
	�� !1��� � ��% ��� �"� �(	 ����� ����!�� ������������� �

� ��� 	��3%,# %&�
�
	���%/	 �
��� + '

± 'HFU\SWLRQ��SULYDWH��NH\�'�LV�FRPSXWHG�VXFK�WKDW�
('�PRG�3� ��

� 3XEOLF�NH\�LV�SDLU��(�1��DQG�SULYDWH�NH\�LV�SDLU��'�1�
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56$
� ([DPSOH�
� $� ���DQG�%� ���
� 1� �$%� ����DQG�3� ��$����%���� ���
� (�PXVW�EH������DQG�DOVR�UHODWLYHO\�SULPH�WR���

± :H�FKRRVH�(� ���
����DQG����KDYH�QR�FRPPRQ�IDFWRU�H[FHSW���

� 1RZ�ZH�QHHG�WR�ILQG�'�VR�WKDW
('�PRG�3� ��
��'�PRG���� ��
'� ���
����[���� �����DQG���������� ����UHPDLQGHU���
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56$

� 6R�QRZ�ZH�KDYH
SXEOLF�NH\��(��1�� ����������DQG
SULYDWH�NH\��'��1�� ����������

� (QFU\SWLRQ�RI�PHVVDJH�0�FRQWDLQLQJ�WKH�YDOXH��
&LSKHUWH[W�&� �0 � �PRG�1� �� ��� �PRG���� ���
��� � 
�� 	 ��� � ��� � 	 ����� � - � ��� �������
���
� � 	
� �3��� 	 �
� � �3%&� 	 ����� �
��� 	�� � ����#('

��� �3�
#���%�� ��� � ��#�� � � ��� �"��� �$� � ! � ����������	������ ����� � � � � ��� 	 ��'

� 'HFU\SWLRQ
0HVVDJH�0� �& 	 �PRG�1� ��� ��
 PRG���� ��
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'LJLWDO�VLJQDWXUHV
� 3*3�XVHV�KDVK�IXQFWLRQ�WR�JHQHUDWH�D�IL[HG�OHQJWK�GDWD
LWHP�NQRZQ�DV�WKH�PHVVDJH�GLJHVW�

� 7KLV�LV�WR�YHULI\�WKH�PHVVDJH�LV�LQWDFW��� �QRW�FKDQJHG�

� ([DPSOH

0'���0HVVDJH�'LJHVW���
± 'LJHVW�OHQJWK�����ELWV
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0'�
� 0HVVDJH�LV�SDGGHG�WR�EH�PXOWLSOH�RI�����ELWV�
� 0HVVDJH�LV�GLYLGHG�LQWR�EORFNV�RI�����ELWV�
� (DFK�EORFN�LV�LQ�LW¶V�WXUQ�DGGHG�WR�WKH�LQLWLDO�GLJHVW
�FRQVWDQW��

� :KHQ�HDFK�EORFN�LV�DGGHG��WKH�FXUUHQW�YDOXH�RI�GLJHVW�����
ELWV��DQG�WH[W�EORFN������ELWV��DUH�FRPELQHG�XVLQJ�D
FRPSOH[�WUDQVIRUPDWLRQ���QRW�GHVFULEHG�KHUH����

� 2Q�HDFK�URXQG�WKH�UHVXOW�LV�WKH�QHZ�GLJHVW������ELWV��ZKLFK
LV�XVHG�RQ�WKH�QH[W�URXQG�

� 7KH�GLJHVW�RI�WKH�ODVW�URXQG�LV�WKH�GLJHVW�RI�WKH�ZKROH
PHVVDJH�
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5HIHUHQFHV

� KWWS���ZZZ�ILQHFU\SW�QHW�UHIHUHQFHV�KWPO

� KWWS���ZZZ�LW�EWRQ�DF�XN�VWDII�MNZ��UVD�KWP

� KWWS���ZZZ�SJSL�RUJ�

� /��3HWHUVRQ��%��'DYLH��&RPSXWHU�1HWZRUNV� 	 ��� �1� 	 ��� �� ����% �1���.� - ���
���
� � 	�� �3�



PGP keys and key rings

• There are four kinds of keys in PGP 
§ one-time session keys
§ public keys
§ private keys
§ pass phrase keys

• There are two kinds of key rings
§ public key rings
§ secret key rings



How to protect public keys from 
tampering

• In the public key cryptosystem you don’t 
have to protect public keys from 
exposure

• It is important to protect public keys from 
tampering

- this may be the most important vulnerability in 
a public-key cryptosystem



Potential disaster

• You have a private message to Alice
• You download Alice’s public key certificate
• You encrypt your letter to Alice with a public key 

and send it to her 
• Another user named Charlie has generated a 

public key of his own with Alice’s user ID 
attached to it

• Charlie covertly substitutes his bogus key in 
place of Alice’s real public key

• All looks normal because this bogus key has 
Alice’s user ID



Potential disaster

• You unwittingly use the bogus key belonging to 
Charlie instead of Alice’s real public key

• Now Charlie can decipher the message intended 
for Alice because he has the matching secret 
key

• He may even re-encrypt the deciphered 
message with Alice’s real public key and send it 
to her, so that no one suspects anything

• Furthermore, with the secret key Charlie can  
falsify Alice’s signatures 



How to prevent the disaster

• The only way to prevent the disaster is to 
prevent anyone from tampering with public 
keys

1. If you got Alice’s public key directly from Alice
2. You could get Alice’s public key from a mutual trusted friend 

David
Ø David could sign Alice’s public key
Ø David would create this signature with his own secret key
Ø This would create a signed public key certificate
Ø This requires you have a known proper copy of David’s public key

to check his signature
Ø Perhaps David could also provide Alice with a signed copy of your 

public key 
Ø David is thus serving as an introducer between you and Alice



Service of introducing users to 
each other

• A widely trusted person could even specialize in 
providing service of introducing users to each other
– The trusted person could be regarded as a key server

• Any public key certificates bearing the key server’s 
signature could be trusted as truly belonging to whom 
they appear to belong to

• All users who wanted to participate need a known copy 
of just the key server’s public key

• A trusted centralized key server or Certifying Authority is 
especially appropriate for large impersonal centrally-
controlled corporate or government institutions

• There is no Public Key Infrastructure (PKI) in PGP



Service of introducing users to 
each other

• Some institutional environments use hierarchies of 
Certifying Authorities

• More decentralized environments allowing all users to 
act as a trusted introducers to their friends, would 
probably work better than a centralized key server
– PGP tends to emphasize the decentralized non-institutional 

approach
– PGP allows people to better choose who they can trust for key 

management

• Protecting public keys from tampering is the most difficult 
problem in the public key applications
– It is the Achilles’ heel of public key cryptography



Using a public key
• A public key should only be used after a certainty is 

received that the key actually belongs to the person 
it claims to

• A reasonable certainty is received if the public key 
certificate is learned directly from its owner, or if it bears 
the signature of someone else that you trust, from whom 
you already have received a good public key

• Also the user ID should have the full name of the key’s 
owner

• No matter how tempted you are, NEVER give in to 
expediency and trust a public key you downloaded 
from a bulletin board, unless it is signed by someone 
you trust

• The uncertified public key could have been tampered by 
anyone



Certifying keys
• If you are asked to sign someone else’s public key 

certificate, make certain that it really belongs to that 
person

• This is because your signature on her public key 
certificate is a promise by you that this public key really 
belongs to her

• Other people who trust you, will accept her public key, 
because it bears your signature

• Preferably you should sign someone else’s public key 
certificate only if you got it directly from her

• In order to sign a public key, you must be far more 
certain of that key’s ownership than if you only want 
to use that key to encrypt a message



Certifying keys
• To be convinced of a key is valid enough to use it, 

certifying signatures from trusted introducers should be 
sufficient

• To sign a key yourself, you should require your own 
independent firsthand knowledge of who owns that key

• Bear in mind that your signature on public key certificate 
does not vouch for the integrity of the person, but only 
vouches for the integrity (the ownership) of the person’s 
public key

• Other people would accept the key as belonging to him 
because you signed it (assuming they trusted you), but 
they would not trust the key’s owner

• Trusting a key is not the same as trusting the key’s 
owner



PGP and a public key ring
• It would be a good idea to keep your own public key on 

hand with a collection of certifying signatures attached 
from a variety of introducers

• You could post your key with its attached collection of 
certifying signatures on various bulletin boards

• If you sign someone else’s public key, return it to them 
with your signature so that they can add it to their own 
collection of credentials for their own public key

• PGP keeps track of which keys on your public key ring 
are properly certified with signatures from introducers 
that you trust

• All you have to do is to tell PGP which people you trust 
as introducers, and certify their keys yourself with your 
own ultimately trusted key



Secure of your public key ring
• Make sure no one can tamper with your own public key 

ring 
• Checking a new signed public key certificate must 

ultimately depend on the integrity of the trusted public 
keys that are already on your own public key ring

• Maintain physical control of your public key ring
– This is to protect it from tampering, not from disclosure

• Keep a trusted backup copy of your public key ring and 
your secret key ring on write protected media

• Your trusted public key is the most important key to 
protect from tampering



How does PGP keep track of 
which keys are valid

• PGP knows which keys on your public key ring are properly certified 
• All you have to do is to tell PGP which people you trust as 

introducers 
• Keys that have been certified by a trusted introducer are deemed

valid by PGP
• PGP also allows for the possibility of you having several shades of 

trust for people to act as introducers
• Your trust for the key’s owner to act as an introducer does not just 

reflect your estimation of their personal integrity
– It should also reflect how competent you think they are at 

understanding key management and using good judgment in 
signing keys

• This trust information is stored on your key ring with their key
• When PGP is calculating the validity of a public key, it examines the 

trust level of all attached certifying signatures



How does PGP keep track of 
which keys are valid

• As time goes on, you will accumulate keys from other people that
you may want to designate as trusted introducers

• Everyone else will each choose their own trusted introducers
• Everyone will gradually accumulate and distribute with their key

collection of certifying signatures from other people, with the 
expectation that anyone receiving it will trust at least one or two of 
the signatures

• This will cause the emergence of a decentralized fault tolerant web 
of confidence for all public keys

• PGP lets you alone choose who you trust, putting you at the 
top of your own private certification pyramid

• PGP is for people who prefer to pack their own parachutes
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Usability Definitions

• Usability: [ISO9241-11]
”The extent to which a product can be used by specified users to
achieve specified goals with effectiveness, efficiency and satisfaction in
a specified context of use.”

• Goal
Real end user’s unconscious or conscious goal upon she performs
action. Doesn’t imply technological solution how the goal can be met.

• Task
Set of steps to perform a specific action. Performing several tasks leads
to a JRDO. A feature.

• Step
Atomic UI action such as click or moving the mouse.

Usability Theory

In this chapter we first define the used usability terms. Next we introduce two example personas using
PGP-encryption and their motives. Finally there’s introduction of the threat models and how they affect
people’s goals.

Usability Terms Defined

Alone in Helsinki area there exists at least five different schools of usability who all have more or less
different methods and definitions of usability. I personally have adopted the view of Sari Laakso from the
Department of Computer Science at the University of Helsinki. In her view, the essential concept is the
end user’s goal, the target he performs action to archieve consciously or unconsciously. The concept of
goal has different interperations in the literature. Here we call Alan Cooper’s definition Basic Goals
[Cooper95]. In his view, people have goals such as not to look stupid, don’t do big mistakes, do enough
work and have fun (or at least do not get bored). These goals can be seen to relate to the basic human
need hierarchy by for example Maslow [Maslow54].

Sari Laakso has an other definition of design usable goals. Hereafter we make
distinction between basic goals defined before, and goals, that aren’t as abstract as Cooper’s basic goals,
don’t imply the technical solution the goal can be arcieved and have status data of the situation
[Hätinen02b]. For example a goal could be that it’s 18 o’clock and a student wants to write a physics
labratory report on her measurements, so that she could pass the course [Hätinen02a]. The student has
two options to select the technological device to archieve the goal, she can take a pen and paper and
write the report by hand, or she can alternatively use a computer. The design implication of the concept
of goal is that the user is likely to choose the apparatus that helps the user to archieve her goal with less
physical and cognitive burden. Usually the goal is acompanied with a persona, that has name, picture
and description of the user.

Now we can discuss the definition of usability itself. In Finnish the word ”käytettävyys”
is even more ambigous than in English. In the field of production management the other widely used
definition is availability of machinery, or the uptime of for example a paper machine how many percent of
the time it’s in production versus in maintenance. ISO however defines usability quite well as follows:

Usability ”The extent to which a product can be used by specified users to achieve specified
goals with effectiveness, efficiency and satisfaction in a specified context of use.” [ISO9241-11]

The effectiveness means the accuracy and completeness the users achieve specified goals. Efficiency
measures the required resources expended to achieve the goals. Satisfaction measures the comfort and
acceptability of use.

In the ISO terms, the goal-oriented approach tries to mainly to improve the usability
in therms of efficiency. However, also the effectiveness contributes to efficiency, since if the user doesn’t
completely archieve her goal, she might be forced to try again and thus the amount of resources
increase.

The efficiency of archieving a goal can be divided into tasks and further into steps
[Hätinen02b]. A task represents typically a feature in a program. It’s basically a set of steps, that are
atomical user interface actions such as moving a mouse or clicking a button. Performing several steps
lead to performing a task, and performing several tasks lead to archieving a goal. We later define step
more closely.

Summary of terms: usability, basic goal, goal, persona, task, step, effectiveness, efficiency, satisfaction.
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Which Path Would You
Choose?

Or ?

Step 1

Step 2

Step 3

Step 4

The point in the usability model is, however, that if you want to eat the
cake, you propably choose the easiest way to get it.
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Goals - Alice

Alice
Alice is a 32 year old secretary working for a work rental
firm. She is positioned at  a research and development
department of a large telecom manufacturer. Her job
includes arranging trips for the whole 113 people R&D
unit with Beatrice, a regular secretary of the unit. She
works closely with the head project manager. While she
doesn’t understand much of the actual technology, she
likes the relaxed atmosphere in the unit and the whole
company and likes her work.

Basic Goals [Cooper95]
• Don’t look stupid
• Don’t make big mistakes
• Do enough work (to not get fired)
• Have fun (or at least don’t get bored)

What do people really want?

Alice is a secretary at a large telecom manufacturer.

Alan Cooper introduces few personal goals Alice has about her work.

Later I’ll show how PGP threaths most of these goals and doesn’t help
any.

Alice’s Threat-model

-PGP may make Alice look stypid if she can’t use PGP

-PGP slows her down and she can’t do enough work

-Clicking bores her to death

Threats

-Somebody reads your email (I couldn’t care less)

-Charles reads Alices email (well, perhaps i don’t send any personal
mail)

-Beatrice reads her email exchange with her newest boy friend
(never!)

-Police reads your email (Alice isn’t doing anything wrong)

-KGB reads Alices email (unlikely, doesn’t care)
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Mokia Corporation Goals

• Basic Goal:
Do as much money as possible for the share
holders

• Threats
– Competitor steals the R&D
– Foreign Intelligence gives trade secrets to

competitors
– Authority finds out our creative accounting

Corporate Basic Goals (Alan Cooper)

-make money for shareholders

-do not give anything valuable for free

Threats

-Somebody reads your email (Well who reads the mail? Competitors?
Foreign Intelligence?)

-Charles reads Alices email (Boss should be able to supervise his
subjects)

-Beatrice reads her email exchange with her newest boy friend (No
private mails during work hours)

-Police reads your email (Well we are cooperating with the authorities)

-Competing Fredriksson corporation employee reads the mail (Huge
security risk)

-KGB reads Alices email ( Leaks the techonology to competitors and
new market entrants from Russia )

PGP:

- Licences increase costs

+ Removes many threats
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Threat-model vs. goals

• Alice and Mokia Corp. are trying to
archieve something but different things.

• Threats might endanger archieving the
goals

• Alice
PGP is a major threat for her job satisfaction and
performance => Don’t use it.

• Mokia
PGP removes many external threats, decreases risks
and thus increases the profit.

When usability meets security, the important addition to the model is the concept of
threat model. The security itself isn’t anyone’s goal. Security can be thought to be
measures to prevent someone forcefully taking something that is valuable for you. Ie.
in a modern society the government provides the police service to raise the level to
unrightly take someone’s valuable property. The crook’s need might be for example
get a new fast car (social status) and he archieves this by stealing one instead of
working for years for it in a regular work. Of course this action has some risks
involved, such as the police catches the crook and puts him in prison. The crook
compares the seeming benefit and risk involved.

The owner’s need might the same as the crooks, but the measures to archieve the
need are different. However, the crook, is a threat to the owner’s need of having the
car if the crook steals it. The owner has valuable possesions the crook threat to steal.

Threat can be defined as a conflict of two instances different goals. One must take
measures to highten the level of security to protect own valuable assets from the
other party’s goals.

Generalizing, people have goals some other instances might threaten of archieving.
Normally bad usability might be threat for goals like job satisfaction or performance.
For valuable possessions the threats might include espionage or burglary. The
design target of goal-oriented design is to minimize the steps required to archieve a
goal. Adding threats into the picture usually adds extra steps that are taken to
prevent threats from realising (as can be seen later).

Minimum number of steps to archieve a goal Smin. Number of steps
to archieve a goal with threats Sthreat

Hypothesis: Smin <= Sthreat

The design target should, however, still be to minimize the required steps even if
additional threats are included.
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PGP 8.0 + Outlook Express
6.0

Task 1 / 4

Write the mail to
David asking him
out tomorrow.

Next we study two email clients and show with screenshots how sending encrypted
mail works on them.

First Outlook Express 6.0 and PGP 8.0 , then Pine 4.50 and GPG 1.2.0.

Outlook Express 6.0 and PGP 8.0

Goal

Alice wants to ask her boyfriend Fred out tonight.

Threats

Beatrice, the coworking secretary at the unit reads her personal mail and tells
everybody.

Task

Write crypted email

Steps to do

• Write the mail to David asking him out tomorrow.

• Find David’s public key.

• Encrypt the mail to keep it from the boss and coworkers.

• Send the mail.

Note

Straight encryption requires registered version of PGP8.0, so we use clipboard.
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PGP 8.0 + Outlook Express
6.0

Task 2 / 4

Encrypt mail

Task

Encrypt email using clipboard

Steps

• Select the text to encrypt

• Copy (ctrl-c)

• pgp-key from icons (right click) -> clipboard -> encrypt
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PGP 8.0 + Outlook Express
6.0

Task 3 / 4

Select recipients

Task

Encrypt email using clipboard

Steps

• Select the key

• Drag recipients to upper box

• Push OK
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PGP 8.0 + Outlook Express
6.0

Task 4 / 4

Send mail

Task

Send the mail

Steps

• Select the text

• Paste (ctrl-v) the crypted message over the original

• Push Send-button
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GPG 1.2.0+PinePGP
1 / 3

Pine

Gnu Privacy Guard 1.2.0 - open source PGP clone for unix and
several other platforms.

Task

Write email

Steps

• Type pine on console

• Select Compose by pushing c



60

GPG 1.2.0+PinePGP
2 / 3

GPG

Task

Send email

Steps:

• Write the mail

• Push ctrl-x to send



61

GPG 1.2.0+PinePGP
3 / 3
GPG

Filter:

Passphrase:

Task

Encrypt the mail

Steps

• Select proper filter with ctrl-n (gpg-encrypt)

• Type passphrase
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Email Client Comparison

Number of steps per task������� �	�
����� 
�������� ������� ������� ���������  !������"
Outlook Express 6.0 (uncrypted) 4 7 0 2 2 15 Autofill helps a lot writing addresses

3 13 0 2 3 21 +12 to init if over SSH
11 13 0 3 2 29 Logon is a burden but cognitively light

Outlook Express 6.0 + PGP 8.0 4 7 12 2 2 27 Encrypt via clipboard
Pine 4.50 + PinePGP (GPG 1.2.0) 3 13 5 2 3 26 Crypting is notably easy

������� #������ $%��&'������� ������� ���������  !������"
Outlook Express 6.0 (uncrypted) 2 2 0 2 6

3 2 0 3 8 +12 to init if over SSH
11 2 0 2 15

Outlook Express 6.0 + PGP 8.0 2 2 8 2 14 Decrypt via clipboard
Pine 4.50 + PinePGP (GPG 1.2.0) 3 4 1 3 11 Assume other old unread messages

Step defination = atomic user interface action ie.
-moving a mouse, painting
-click, doubleclick
-typing a word (pine) or a special character like @ . tab enter
-writing a password

Then I counted the total number of steps required in different email clients to send and read the mail.

More specific definition of (
) *,+

 used in this measurement:

Step = atomic user interface action

Step counting principles (ie. counted as one step)

-moving a mouse, painting

-click, doubleclick

-typing a word (ahatinen), a special character like @ or . , tab or enter

-writing a password

Assume

The message sent in all measurements had subject = test, payload = test .

keys are pre-stored.

Only encrypt, don’t sign.

Tasks

Init: Starting the email client

Write: Writing the mail (receiver, subject, payload)

Crypt: Encypting the email

Sending: Send the mail

Exit: Changing to other program

Outlook Express 6.0 (uncrypted)

Notes: autofill in address-field helps a lot versus pine when writing ahatinen@cc.hut.fi = 7 steps, but with
autofill only 1.

Pine 4.50 (uncrypted)

Notes: start from console assuming text UI. If used with F-secure SSH 5.52 via kosh.hut.fi add extra 11
steps for init and 1 for exit.

Webmail (uncrypted)

Notes: requiring to login is a initial burden. No autofill.

Outlook Express 6.0 + PGP 8.0 (crypted)

Notes: didn’t ask for passphrase and receiver was the only key stored in PGP.

Pine 4.50 + PinePGP (crypted)

Notes: Pine encryption is actually very straightforward. Later I found out alternative init+write –path of
10+5 steps == 1 shorter than 3+13.
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Sending Multiple Mails
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Outlook Express 6.0 +
PGP 8.0

Pine 4.50 + PinePGP
(GPG 1.2.0)

Hut Webmail (uncrypted)

Pine 4.50 (uncrypted)

Outlook Express 6.0
(uncrypted)

Then how about sending multiple emails with different clients?

The difference between uncrypted Outlook and PGP crypted while
sending 35 mails is 420 extra steps.

On pine 175 extra steps.

Note the big difference between Outlook vs. Pine&Webmail
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Reading Multiple Mails
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Sent Outlook +PGP

Outlook Express 6.0 + PGP 8.0

Pine 4.50 + PinePGP (GPG
1.2.0)

Hut Webmail (uncrypted)

Pine 4.50 (uncrypted)

Outlook Express 6.0 (uncrypted)

Difference 280 mails between crypted and uncrypted Outlook.

On pine 105 (~100) extra steps.

Highest line is from previous picture

Note all uncrypted clients are about the same
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Cost of Bad Usability

• Assume avg. salary 50k /y
• 1 step takes 1s
• avg. 35 mails read and replied/day
⇒If all were PGP –crypted, using PGP 8.0 instead

of uncrypted Outlook Express would cost
Lost working time to just clicking (12min/day)
((420+280 )*1s / (8*60*60s))*50k /y = 1215 /y
Nokia sized company (50 000 employees) losses

would be 60M  / y

Cost of Bad Usability

The number of extra steps done to archieve the same goal using different tools isn’t
unrelevant. Goal-oriented usability design can be concidered as a tayloristic
approach since it is very interested also in studying and optimizing the atomic user
interface actions, ie. how the user turns the monkey wrench most efficiently.

If we make an assumption that one step takes 1s to complete (Webmail might take
more due to network delays, and in GUI some steps might be faster), the cost of a
user for a company is 50 000  / year (includes the side costs) and an avarage of 35
mails read and replied per day, using encrypted mail the user spends every day 12
minutes just clicking and moving the mouse. The lost time is comparison between
using Outlook Express with and without PGP. On Pine and GPG the difference isn’t
so dramatical, but still exists. How would you like if your every day would start with
extra 12 mins of cpushing the button?

The only cost isn’t that all users are bored to death, but the same time is wasted from
performing some other more useful activity. The cost of wasting 12 minutes per day
is 1215 /y for the company. For a company of 50 000 employees the cost of wasted
time of using PGP 8 would be 60M /y alone. Cryptographic software is rarely free, so
the licence and training costs have to be added to the sum. These kind of figures
offer an opportunity for development of pgp-type software into more user friendly
versions with lesser steps.
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Making the Ultimate email Client

• *8,: PGP crypting far from easy =>
implement pine-like crypting & decrypting

• &RQVROH: Autofill would make it even
faster, though SSH logon is a burden.

• :HEPDLO: Logon is a burden. Add autofill.
PGP works via clipboard?

Design Implications for different platforms.

Outlook was the best email client in the comparison with least number of steps while
sending email uncrypted. However, it’s encryption and decryption properties with
PGP8.0 were far from good and in this area there is much to do to lower the number
of steps required to even the same level as pine + gpg has.

While pine is a quite ancient compared to newest GUI clients, it does it’s job well.
The only minus today is that the client has to be used over SSH-connections, which
make the starting of the client very cumbersome. Also, sending mail would benefit
from Outlook-like autofill, even though there is some sort of autocompletion for local
addresses. Encryption and decryption is the area where pine and gpg shines. GUI
PGP has a long way to archieve as low number of steps as PinePGP offers.
However, one could still automate crypting more, for example by automatically
decrypting all crypted mails.

Webmail is nowadays perhaps the most popular way of reading mail while not using
the home computer. However, the logon process is a burden and many good
features present in Outlook and Pine, such as autofill and easy encryption, are
missing. PGP works only through the clipboard, which makes the encyption and
decryption hard even if the keys would be managed with ease (which might not be
the case in most of the situations).

Conclusion is that there are a lot of small improvements every client could benefit
from.
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Conclusions

• How about cognitive burden of learning new
concepts like keys and optimal action paths?

• Problem is that employees aren’t interested of
security

• But companies should be very interested
⇒How to make email clients smaller burden?
• Can PGP be developed further?
• Other solutions (VPN, IPSEC )?
• After 10 years of development PGP still isn’t

comprehensible for ”normal” people.

Critique of the study

While counting the steps of some tasks might help to measure the efficiency of
different email clients, many other important things have been exqluded from the
consideration. For example the key management increases significantly the burden
to use all pgp-software in comparison to uncrypted mail. Also the cognitive load
required to learn new concepts and usage patterns isn’t measured, but it’s likely to
even further hinder the usage of PGP. Personally I made numerous mistakes before I
managed to get the screenshots and the measurements, so the efficiency might also
cause significiant number of extra steps.

The main problem of PGP is that the company threat model doesn’t concern it’s
employees. While using uncrypted email there normally aren’t any personal goals at
risk. However, for the firms the threats are real. How can the company line the
employee threat models with it’s own threats?

The implication might be that the management should link somehow the firms
threaths to employees personal threaths for example by educating the employees of
the risks that face the company and thus their jobs. Scaring people that they might
lose their jobs, might be a good start to increase overall security.

Another solution could be to improve the technology by tuning the usability of email
clients or using totally new solutions like VPN or IPSec, so that the usage would
become transparent for the end user. However, it’s clear that even after 10 years of
development PGP isn’t comprehensible for normal people.



68

References

• [Cooper95] Cooper A., $ERXW�)DFH��7KH�(VVHQWLDOV�RI
8VHU�,QWHUIDFH�'HVLJQ. 1995.

• [ISO9241-11] ISO FDIS 9241 part 11, 1997.
• [Hätinen02a] Hätinen A.J., .l\WWlMLHQ�WDYRLWWHLGHQ

VHOYLWWlPLQHQ�NHQWWlWXWNLPXVPHQHWHOPLOOl��%DFKHORU
7KHVLV 2002. http://www.pharazon.org/publications/
etc…

• [Hätinen02b] Hätinen A.J., ([WUHPH�3URJUDPPLQJ�DQG
*RDO�2ULHQWHG�8VHU�,QWHUIDFH�'HVLJQ�LQ�3UDFWLFH� 2002.
http://www.pharazon.org/publications/GO-XP.pdf

• [Maslow54] Maslow A.H., 0RWLYDWLRQ�DQG�3HUVRQDOLW\�
Harper, NY, 1954.




